




no completeness: you cannot convince the company even if you have a correct 
solution
no soundness: you can fool the company even though you do not have a correct 
solution
not zero-knowledge: the company learns the solution and does not pay you







You want to ensure two properties:

Deniability. The server cannot determine whether a user with
token X uploaded their data or not.

One-upload per test. No one should be able to make more than
one upload for each test they take.

As stated, the system provides anonymity (think that users use an 
anonymous communication system (you will learn more about 
those later in the semester) so that the server cannot distinguish
between users based on network traffic metadata).



The attributes can be designed as follow: 
- no attribute and a show protocol indicates a positive result; 
- something random (but unlinkable);
- status attribute (then it is always positive, so this is kind of useless)

The server needs to perform only one check which is uniqueness check. 

Following the approaches described aboves, what is disclosed is either 
nothing or a random value.



We want to use a blind signature without attribute (or again, random but 
unlinkable) and with a uniqueness check. 

Unforgeability is needed, but needs to be combined with the uniqueness check 
to ensure the one-upload-per-test.
We need issuer-unlinkability to ensure that the server cannot recognize in step 
3 any credentials that it issued in step 2.
If no attribute: no need for selective disclosure.
A credential is used at most once, so verifier unlinkability is not needed.


